
Security is top of mind for IT organizations and the 
businesses they support. Finding a non-intrusive way 
to keep users secure while being productive is a goal 
that should be strived for. Many companies are now 
willing to trust Microsoft with their email and files in 
Office 365, but still aren’t sure what to do about the 
end user. With Enterprise Mobility + Security (EMS), 
companies can layer on security for identities, data, 
and applications as users travel outside of the  
network — without slowing down their Office 365  
deployment.  

HOW DOES IT WORK? 
Arraya’s Security and Productivity in One is flexible. Different companies have different concerns and priorities for 
securing their end users once they are migrated to Office 365. By placing EMS as part of that migration, security 
issues can be addressed and users can start taking advantage of the main benefits of EMS, including scenarios 
such as: 

 The ability for employees to register, enroll and manage their devices, regardless of platform. 

 Self-service password reset with password write-back to your on-premises Active Directory. 

 A Single Sign On infrastructure for SaaS (Software as a Service) applications, like Office 365, that can be 
backed by the existing Active Directory, which has been extended into the Cloud.  

 Corporate data, including Exchange email, SharePoint content and Windows files, can be secured using com-
pliance policies set by the administrator.  
Both on-premises and Cloud services can be protected.  
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EMS builds on the directory services used by Office 365 to provide additional security features both in the  
platform and across other cloud-based services. By implementing EMS, administrators can use identity as the con-
trol point.  

Arraya’s Office 365 projects can include components of EMS to help remove security roadblocks. The result is 
that the end users have a complete experience when they migrate.  

AZURE ACTIVE DIRECTORY PREMIUM — Configure Multi-Factor Authentication, allow self-service password 
reset and front your SaaS applications with a single access portal. 

MICROSOFT INTUNE — Ensure your devices and access to Office 365 are secure from the start with policies 
and control. Deploy and isolate corporate applications from personal applications and protect the data and  
applications that matter to you.   

AZURE INFORMATION PROTECTION — Take the guesswork out of content protection and make sure you 
control your documents as they move to SharePoint Online and One Drive for Business and get shared externally. 

CLOUD APP SECURITY — Assess your cloud security posture with Office 365 and other SaaS-based  
applications in your environment.    

ADVANCED THREAT PROTECTION — Use intelligence to discover known attack patterns and anomalous  
behavior on your network.  
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Arraya Solutions is a full service technology consulting firm which can meet 

the needs of customers of all sizes, across a wide range of industries. We work 

with our customers, not for them, to create and deploy solutions which satisfy 

their particular business needs and goals. 

Our Microsoft practice has the depth and experience needed to assess the state of customers’ existing environment 

and recommend and implement the right solutions and services needed to help them achieve their specific IT goals. 

The members of our Microsoft team have amassed an impressive number of individual certifications and overall our 

practice has been recognized as a Microsoft Gold Partner in Datacenter and a Silver Partner in Messaging and  

Collaboration & Content.   


